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Professional Summary 

CompTIA Security+ cer8fied cybersecurity professional with 3+ years of experience in GRC, RMF, and 
security assessments. Exper8se in NIST 800-53, ISO 27001, and SIEM monitoring, delivering risk analysis 
and compliance solu8ons for financial and industrial systems. Skilled communicator adept at advising 
leadership and enforcing security standards. 

 

Professional Experience 

Security Analyst | Controls Management Specialist 

Customers Bank, Malvern, PA | November 2021 – Present 

- Conduct risk assessments ensuring compliance with NIST 800-53, ISO 27001, and CIS Controls. 

- Perform vulnerability scans with Nessus, Qualys, and Axonius, remedia8ng 50+ risks monthly. 

- Monitor Splunk SIEM and ReliaQuest, triaging alerts and suppor8ng incident response. 

- Develop SOPs and mi8ga8on plans for 20+ processes, enhancing security governance. 

- Implement controls and advise leadership on GRC and opera8ons. 

 

Graduate Research Assistant (SCADA Cybersecurity) 

Wilmington University, New Castle, DE | September 2020 – June 2022 

- Assessed SCADA/ICS vulnerabili8es using NIST 800-82 and RMF, proposing 5+ mi8ga8ons. 

- Authored ATO reports and security plans for simulated cri8cal systems. 

 

Educa?on 

Master of Science in SCADA Cybersecurity 

Wilmington University, New Castle, DE | June 2022 

- Thesis: “Satellite Cybersecurity Vulnerabili8es and Risk Mi8ga8on” (NIST 800-82, RMF) 



Bachelor of Science in Computer Network Security (Digital Forensics) 

Wilmington University, New Castle, DE | December 2018 

 

Cer?fica?ons 

- CompTIA Security+ 

 

Technical Skills 

NIST 800-53, DoD RMF, ISO 27001 | Splunk SIEM, Nessus, Qualys | ATO Documenta8on, POA&M | AWS, 
Azure | Python, PowerShell | Windows, Linux, ICS 


